ICMP ping/trace works but ShoreGear Switch LSP_Ping do not?

Issue: Can ping, telnet and traceroute to ShoreGear switch but LSP pings continue to fail.

Scenario: Testing whether or not LSP works by using an ICMP ping such as:

ping X.X.X.X:5440
Resolution:  This is not a valid test to verify that you have true Layer 4 connectivity required by ShoreTel switches. 
Explanation: ICMP does not have a place for a port because it is encapsulated with an IP datagram only. ICMP relies on IP to perform its tasks, and it is an integral part of IP. It differs in purpose from transport protocols such as TCP and UDP in that it is not used to send and receive data between end systems. You will find the port option only on UDP and TCP datagrams. 
Bottom-Line: If LSP_PING does not work, the network is the likely suspect.
Items to Check:
1. If there are other ShoreGear switches at the same location, confirm they can LSP PING each other, this proves the LAN is ok.
2. Confirm ICMP redirects are disabled on the WAN gateway
3. Confirm UDP ports 5440 thru 5446 are not being blocked across the WAN or VPN.
4. Confirm the WAN can support 1500 byte MTU sizes by sending 1500 byte pings to the ShoreGear switches (ping -t -l 1500 )
5. Contact your WAN provider or equipment manufacturer and have them run traces on the LAN ports of their devices to confirm LSP traffic from switch to switch is being sent and received.
6. Finally, mirror the switch ports at both ends of the WAN and get an unfiltered Wireshark capture. Open a case with TAC and provide the wireshark capture for review.

